
Data Processing Notice 

This Data Processing Notice (hereinafter referred to as the “Data Processing Notice”) describes 
the data processing activities carried out by ADEX Group Organised Power Exchange Holding 
Limited by Shares in the course of providing its services (activities of holding companies and 
activities of head oƯices). 

1. Name and Contact Details of the Data Controller: 

Name of Data Controller: ADEX Group Organised Power Exchange 
Holding Limited by Shares 

Registered Address of Data Controller:  H-1134 Budapest, Dévai utca 26-28. 

Website:  adex-spot.com 

Contact Information of Data Controller:  dataprotection@hupx.hu 

 

2. Data Processing Related to the Services Provided by the Data Controller 

2.1. Contact data 

The Data Controller ensures the opportunity for its clients and users visiting the Website to 
contact the Data Controller through any of the contact channels specified on the Website. 

 

Purpose of processing: Liaising with clients and contacting them.  
Scope of processed data: Name, address, e-mail address, possibly 

phone number of the data subject, and other 
information related to the request/contacting.  

Scope of data subjects: Persons contacting the Data Controller.  
Legal basis of data processing: Based on Article 6(1)(f) of the GDPR, the Data 

Controller has a legitimate interest in 
maintaining contact and enforcing its rights. 
You may object to the data processing using 
the contact details provided in Section 1. 

Time limit for data storage: Until the termination of the contact or until 
the contact person is replaced. In the case of 
personal data included in a contract, for 5 
years following the termination of the 
contract. 

Source of the data: Data collected from the data subject 
Rights exercisable in relation to data 
processing: 

 Rights specified in points 4/a-d and f. 

 

3. Currently eƯective list of the processors of the Data Controller 

 BDO Magyarország Könyvelő és Bérszámfejtő Korlátolt Felelősségű Társaság 
(registered oƯice: 1103 Budapest, Kőér utca 2/A C. ép.; company registration number: 01-
09-683046; tax number: 11915609-4-42; for the purpose of performance of bookkeeping 
and payroll accounting tasks); 



4. Enforcement of the rights of data subjects 

You are entitled to the rights detailed in this section. If you wish to exercise any of these rights, 
please contact us using one of the means provided in Section 1. 

Identification 
Before fulfilling your request, we must verify your identity. To do so, it is suƯicient to provide some 
personal data that we already have on record. 

Response to the Request 
After identification, we will provide information regarding your request or inquiry—either by letter 
or email, depending on the form of your submission. 

Response Time 
We will provide information on the actions taken in response to your request within 1 (one) 
month of receiving the request at the latest. If necessary, taking into account the complexity and 
number of requests, this deadline may be extended by an additional 2 (two) months, of which 
you will be notified within the initial 1 (one) month response period. If no action is taken, you will 
be informed within the 1 (one) month response time, and you have the right to submit a 
complaint to the NAIH and seek judicial remedies. 

Fees for Processing 
The requested information and actions are free of charge. An exception applies if the request is 
clearly unfounded or—particularly due to its repetitive nature—excessive. In such cases, we may 
charge a fee or refuse to comply with the request. 

a) Right to information and access 

In accordance with the obligation set out in Article 13 of the GDPR, the Data Controller is 
required to provide the following information on data processing to the data subject, if the 
personal data comes from the data subject, at the time of obtaining the personal data: 

a) the identity and the contact details of the controller and its representative;  
b) the contact details of the data protection oƯicer, where applicable;  
c) the purpose of the processing for which the personal data are intended as well as the 

legal basis for the processing;  
d) the recipients or categories of recipients of the personal data, if any;  
e) the period for which the personal data will be stored, or if that is not possible, the criteria 

used to determine that period;  
f) information about the existence of the right to request from the data controller access to 

and rectification or erasure of personal data or restriction of processing concerning the 
data subject or to object to processing as well as the right to data portability;  

g) where the processing is based on consent, the existence of the right to withdraw consent 
at any time, without aƯecting the lawfulness of processing based on consent before its 
withdrawal;  

h) the right to lodge a complaint with a supervisory authority;  
i) whether the provision of personal data is a statutory or contractual requirement, or a 

requirement necessary to enter into a contract, as well as whether the data subject is 



obliged to provide the personal data and of the possible consequences of failure to 
provide such data. 

Where personal data have not been obtained from the data subject, the Data Controller shall 
provide the data subject with the above information and in addition to them, pursuant to Article 
14 of the GDPR, the following information: 

a) the categories of personal data concerned;  
b) the recipients or categories of recipients of the personal data, if any;  
c) from which source the personal data originate, and if applicable, whether it came from 

publicly accessible sources. 

 

b) Right to rectification 

The data subject shall have the right to obtain from the Data Controller without undue delay the 
rectification of inaccurate personal data concerning him or her. Taking into account the purposes 
of the processing, the data subject shall have the right to have incomplete personal data 
completed, including by means of providing a supplementary statement. 

c) Right to erasure (“right to be forgotten”) 

The data subject shall have the right to obtain from the Data Controller the erasure of personal 
data concerning him or her without undue delay and the Data Controller shall have the 
obligation to erase personal data without undue delay where one of the following grounds 
applies: 

a) the personal data are no longer necessary in relation to the purposes for which they were 
collected or otherwise processed;  

b) the data subject withdraws his/her consent underlying the processing and there is no 
other legal basis for the processing;  

c) the personal data have been unlawfully processed; 
d) the personal data have to be erased for compliance with a legal obligation in Union or 

Member State law to which the data controller is subject; OR  
e) the personal data have been collected in relation to the oƯer of information society 

services. 

The data subject’s right to erasure can only be restricted in the case of the following exceptions 
as per the GDPR, i.e. even if the above reasons exist, the further retention of personal data may 
be considered lawful, 

a) if it is necessary for exercising the right to freedom of expression and information, or  
b) if it is necessary for compliance with a legal obligation (i.e. a legal obligation in the Data 

Processing Register for an activity defined by the legal basis for a period appropriate to 
the purpose of data processing), or  

c) if it is necessary for performance of a task carried out in the public interest, or  
d) if it is necessary for the exercising of an oƯicial authority vested in the data controller, or  
e) if it is necessary for the fulfilment of public interest aƯecting the area of public health, 
f) if it is necessary for archiving in the public interest, or  



g) if it is necessary for scientific or historical research or for statistical purposes, or  
h) if it is necessary for the establishment, exercise or defence of legal claims. 

 

d) Restriction of Data Processing 

Data subjects may request the restriction of data processing if any of the following conditions 
are met: 

a) If data subjects contest the accuracy of the personal data, in which case the restriction 
applies for the period necessary to verify the accuracy of the personal data; 

b) The data processing is unlawful, but data subjects oppose the erasure of the data and 
instead request the restriction of their use; 

c) The personal data is no longer needed for the purposes of the data processing, but data 
subjects require it for the establishment, exercise, or defense of legal claims; 

d) Data subjects have objected to the data processing; in this case, the restriction applies 
for the period until it is determined whether the legitimate grounds of the Data Controller 
override those of the data subjects. 

In the case of restriction, personal data may only be processed, except for storage, with the data 
subjects' consent, or for the establishment, exercise, or defense of legal claims, or for the 
protection of the rights of another natural or legal person, or for reasons of important public 
interest of the Union or of a Member State. 

e) Right to data portability 

The data subject shall have the right to receive the personal data concerning him or her, which 
he or she has provided to the Data Controller, in a structured, commonly used and 
machinereadable format and have the right to transmit those data to another data controller 
without hindrance from the data controller to which the personal data have been provided, if: 

− the data subject’s consent was the legal basis of processing or the processing was 
necessary for the performance of a contract to which the data subject is party or in order 
to take steps at the request of the data subject prior to entering into a contract [Article 
6(1) or point (b) or Article 9(2)(a) of the GDPR]  

AND  

− the processing is carried out by automated means. 

f) Right to Object to the Processing of Personal Data 

Data subjects have the right to object to the processing of their personal data if the legal basis for 
the processing is the legitimate interest of the Data Controller or a third party. In such cases, the 
personal data will be deleted unless the processing is justified by compelling legitimate grounds 
that override the interests, rights, and freedoms of the data subjects, or if it is necessary for the 
establishment, exercise, or defense of legal claims. 

g) Right to Withdraw Consent 



If the legal basis for the processing of personal data by the Data Controller is the data subject’s 
consent, then the data subject has the right to withdraw their consent to the data processing at 
any time. 

5. Legal Remedy  

The Data Controller shall compensate the damages caused to any party as a result of unlawful 
processing of the data subject’s data or violation of the data security requirements, and shall pay 
the aggravated damages (compensation for injury to feelings) payable in the event the Data 
Controller or the data processor hired by it caused personality right infringements. The data 
controller shall be exempt from the liability for the damages caused and from the obligation to pay 
the aggravated damages if it proves that it is not in any way responsible for the event giving rise to 
the damage.  

The data subject shall be entitled to turn directly to the Data Controller for remedy regarding any 
violation caused to them or in relation to any complaint, at the following e-mail: 
dataprotection@hupx.hu  

Should the data subject have any complaints regarding the data processing carried out by the 
Data Controller, the data subject may file a complaint to the Hungarian National Authority for Data 
Protection and Freedom of Information (address: 1055 Budapest, Falk Miksa utca 9-11., mailing 
address: 1363 Budapest, Pf.: 9.; phone number: +36 (1) 391-1400; e-mail: 
ugyfelszolgalat@naih.hu, website: www.naih.hu). 

The data subject may refer their case to court in order to protect their data, and the court will 
address their case in an accelerated procedure. In such an event, the data subjects may decide 
whether they file their legal action to the regional court having competence according to their 
domicile (permanent address) or according to their habitual residence (temporary 
address)(http://birosag.hu/torvenyszekek). They can look up the regional court having 14 
competence according to their domicile or habitual residence on the website at 
http://birosag.hu/ugyfelkapcsolati-portal/birosag-kereso. 

6. Miscellaneous provisions, entry into force 

This Privacy Notice is eƯective from June 1, 2025, until its withdrawal. 

For matters not specified in this Privacy Notice, the provisions of the GDPR shall apply, and in 
cases permitted by the GDPR, the supplementary rules of the Hungarian Information Act (Infotv.) 
shall be applicable. 

 

 


